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## Factoring is hard

$$
\begin{aligned}
& 6=2 \times 3 \\
& \text { Convince yourself that factoring is hard!! } \\
& \begin{array}{l}
100=10 \times 10=2 \times 2 \times 5 \times 5 \\
299=13 \times 23 \\
437=19 \times 23
\end{array}
\end{aligned}
$$

## Factoring is hard

$$
\begin{aligned}
& 6=2 \times 3 \\
& \text { Convince yourself that factoring is hard!! } \\
& 100=10 \times 10=2 \times 2 \times 5 \times 5 \\
& 299=13 \times 23 \\
& 437=19 \times 23 \\
& 589=19 \times 31 \\
& \text { So how to use it? }
\end{aligned}
$$
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$$
\begin{aligned}
& a^{p-1}=1 \text { modulo } p \\
& p \text { is prime } \\
& \text { Example } \\
& 2^{4} \% 5=16 \% 5=1 \\
& 4^{10} \% 11=1048576 \% 11=1
\end{aligned}
$$
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- $p=7, q=13 p \times q=91$
- $p-1=6, q-1=12, \phi=72$

Oops! $\phi=12$, but 72 would still work

- $e=5, d=29$
$72 \times 2=144$
$5 \times 29=145$
$(145) \% 72==1$
- $m=15 c=m^{e} \bmod n$
$=15^{5} \bmod 91$
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- $d=47, c=71$
- $m=c^{d} \bmod n$
$m=71^{29} \bmod 91$
$=$
485838707624806667708811381704053376792688975925323431\%91
$m=15$
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- Also the length of the signature is proportional to the size of the document
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What could we do now?

## Outline

## (1) Introduction

(2) Cryptography
(3) RSA

4) HASH function

## SHA: Secure Hash Functions

An Ideal Hash function is one which has following properties

- given $f(x)$ it is impossible to guess $x$


## SHA: Secure Hash Functions

An Ideal Hash function is one which has following properties

- given $f(x)$ it is impossible to guess $x$
- given $x_{1}$ its is impossible to find $x_{2}$ such that $f\left(x_{1}\right)=f\left(x_{2}\right)$


## SHA: Secure Hash Functions

An Ideal Hash function is one which has following properties

- given $f(x)$ it is impossible to guess $x$
- given $x_{1}$ its is impossible to find $x_{2}$ such that $f\left(x_{1}\right)=f\left(x_{2}\right)$
- it is impossible to find $x_{1}, x_{2}$, such that $x_{1} \neq x_{2}$ and $f\left(x_{1}\right)=f\left(x_{2}\right)$


## SHA: Secure Hash Functions

An Ideal Hash function is one which has following properties

- given $f(x)$ it is impossible to guess $x$
- given $x_{1}$ its is impossible to find $x_{2}$ such that $f\left(x_{1}\right)=f\left(x_{2}\right)$
- it is impossible to find $x_{1}, x_{2}$, such that $x_{1} \neq x_{2}$ and $f\left(x_{1}\right)=f\left(x_{2}\right)$

Lets understand by example

## Example: Hash Function

Suppose I can see Future. So I can foretell score of tomorrow's IPL's match.

## Example: Hash Function

Suppose I can see Future. So I can foretell score of tomorrow's IPL's match. But If I tell score before, you can always change it and prove me wrong.

## Example: Hash Function

Suppose I can see Future. So I can foretell score of tomorrow's IPL's match. But If I tell score before, you can always change it and prove me wrong. I publish Hash of tomorrow's score as: "a34728bfed78dc89..."

## Example: Hash Function

Suppose I can see Future. So I can foretell score of tomorrow's IPL's match. But If I tell score before, you can always change it and prove me wrong. I publish Hash of tomorrow's score as: "a34728bfed78dc89..."

- can you tell what score I had in Mind?


## Example: Hash Function

Suppose I can see Future. So I can foretell score of tomorrow's IPL's match. But If I tell score before, you can always change it and prove me wrong. I publish Hash of tomorrow's score as: "a34728bfed78dc89..."

- can you tell what score I had in Mind?
- can I later change the score I thought before?


## Example: Hash Function

Suppose I can see Future. So I can foretell score of tomorrow's IPL's match. But If I tell score before, you can always change it and prove me wrong. I publish Hash of tomorrow's score as: "a34728bfed78dc89..."

- can you tell what score I had in Mind?
- can I later change the score I thought before?
- can I purposely find hash such that two score are possible for that hash?


## Example: Hash Function

Suppose I can see Future. So I can foretell score of tomorrow's IPL's match. But If I tell score before, you can always change it and prove me wrong. I publish Hash of tomorrow's score as: "a34728bfed78dc89..."

- can you tell what score I had in Mind?
- can I later change the score I thought before?
- can I purposely find hash such that two score are possible for that hash?


## SHA: Secure Hash Functions

An Ideal Hash function is one which has following properties

- given $f(x)$ it is impossible to guess $x$
- given $x_{1}$ its is impossible to find $x_{2}$ such that $f\left(x_{1}\right)=f\left(x_{2}\right)$
- it is impossible to find $x_{1}, x_{2}$, such that $x_{1} \neq x_{2}$ and $f\left(x_{1}\right)=f\left(x_{2}\right)$


## SHA: Secure Hash Functions

An Ideal Hash function is one which has following properties

- given $f(x)$ it is impossible to guess $x$
- given $x_{1}$ its is impossible to find $x_{2}$ such that $f\left(x_{1}\right)=f\left(x_{2}\right)$
- it is impossible to find $x_{1}, x_{2}$, such that $x_{1} \neq x_{2}$ and $f\left(x_{1}\right)=f\left(x_{2}\right)$ Difference between $2^{\text {nd }}$ and $3^{\text {rd }}$ condition?
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