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Abstract: 

Cryptography relies on the assumpƟons of computaƟonally hard problems. The assumpƟons should 

be hard for security, offer funcƟonaliƟes for cryptographic applicaƟons, and be efficient to implement. 

Recently, laƫce-based assumpƟons have emerged as a strong building block for post-quantum 

cryptography. This was also reflected in the NIST Post-Quantum Cryptography StandardizaƟon. In this 

talk, I will present recent cryptanalyƟc results on two laƫce-based assumpƟons, namely the Finite 

Field Isomorpshim problem (PKC'18, JoMC'20), and the ParƟal  Vandermonde Knapsack Problem 

(ACNS'14, DCC'15,  ACISP'18, DCC'20, Eprint'20). These assumpƟons have been used extensively for 

various laƫce-based construcƟons, including encrypƟons, fully homomorphic encrypƟons, signatures, 

signature aggregaƟons, etc. 
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